POLICY PURPOSE:
This policy provides direction and support for establishing a business continuity and disaster recovery program.

POLICY STATEMENT:
An information security program needs to support the maintenance and potential restoration of operations through and after both minor and catastrophic disruptions. CSUN will ensure that their university information assets can, in the case of a catastrophic event, continue to operate and be appropriately accessible to users. CSUN will maintain an ongoing program that ensures the continuity of essential functions and operations following a catastrophic event. CSUN’s program is in compliance with the CSU Energy Management Program.

FURTHER INFORMATION:
Vice President for Information Technology and CIO
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