POLICY PURPOSE:
This CSUN information Security policy provides direction and support for protecting limited access areas from unauthorized physical access.

POLICY STATEMENT:
CSUN will identify physical areas that must be protected from unauthorized physical access. Such areas would include data centers and other locations on the campus where information assets containing protected data are stored. CSUN will protect these limited-access areas from unauthorized physical access while ensuring that authorized users have appropriate access. CSUN information assets which access protected data that are located in public and non-public access areas must be physically secured to prevent theft, tampering, or damage. The level of protection provided will be commensurate with that of identifiable risks. CSUN will review and document physical access rights to campus limited-access areas annually.

RESOURCES AND REFERENCE MATERIALS:
Policy 500-8065 Information Asset Management
Policy 500-8075 Information Security Incident Management
CSU Policy 8065 Information Security Data Classification

FURTHER INFORMATION:
Vice President for Information and Technology and CIO
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