I have reviewed the following questions and answers. I have added some a comment to one of the chipset questions—in red. In addition, I reserve the right to add the “why” to any question—as in: Why is A better then B? Secondly, I reserve the right to ask for definitions of terms that appear in the questions and answers. In other words, it is important that you actually understand the questions and the answers.
7 PM Class

Chipsets

1.  Explain who AMD is and how they branched out to become a competitor of Intel? 

· AMD is Intel's main competitor.  They were originally contracted out under a licensed agreement to manufacture microprocessors, beginning with the 80286.  During the production of the 80386, AMD decided they would produce their own CPU that would come to compete with Intel. 

2.  When and with what chip was AMD's first attempt at competing with Intel's Pentium?    

What was the Result? 

· AMD's first initial attempt to compete with the Pentium chip was in 1995 with their AM5x86 chip.  The result was it was more or less for users who wanted to upgrade their 486 motherboards without having to make the jump to the Pentium motherboard.  AMD did not fare well with this chip

3. What does the VIA KT400 chipset consist of and what are their functions?

· Consist of the VT8368 North Bridge and the VT8235 South Bridge.

· The northbridge’s functions are memory access, video access through AGP and access to the CPU. 

· The southbridge’s functions are the link between the south and north bridges, audio controller, modem controller, Ethernet controller, USB 2.0, ATA 133 EIDE controller and PCI bus controller.

4. How is the PCI bus structure different from the KT400 to the AMD 760MPX?

· Both have 32 bit PCI slots that are accessed through their southbridges at 33Mhz, however, the MPX being a dual-processor chipset, it offers additional 64 bit, 66Mhz PCI slots that are accessed between the north and southbridge link. (see pictures in slides)

5. What is the purpose of a highly structured chipset?

· A highly structured chipset allows for bus segmentation (which means?). This segmentation gives the chips enough time and buffer to operate efficiently. 

6. What is required by Intel’s 860 Chipset in order to manage and accept up to 16 gigabytes of RAM?

· The chip’s which manage Intel’s advanced memory capabilities are the MRH_R (which means what?).

LINUX

1) How can Linux be used?

Linux can be used as a:

Personal workstation; a print or file server in a Windows environment; ISP's use it to provide internet and intranet services to their customers; it can be used as a three-tier client or server, and lastly it can be used to create a turnkey system.

2) List and briefly explain the difference between Linux and Windows?

Linux is known as an open source operating system and also called free software because everything about Linux is accessible to the public and is freely available to anyone.  Since the Linux source code is available, anyone can copy, modify, and distribute this software.  The Linux kernel can be downloaded for free and if the user has good programming background, the user can customize the Linux kernel to serve specific needs.  Alternatively, Linux distributions that are already customized can be purchased at very inexpensive prices compared to Windows.  Additionally, Linux is a version of UNIX operation system that is also backward compatible and upgrades at a fast pace. 

Windows is an operating system owned by Microsoft. It can’t be downloaded only purchase.  Windows is a solid system that offers freedom from the single CPU Intel world.  But, it ends up locking users into proprietary software; software that is owned by an entity and whose source code is not available.  Additionally, Windows lags on upgrading its versions compared to Linux.

3) Describe the characteristics of Linux. 
a. Free source software:  Linux source code it’s available to public

b. Multiuser system: Linux can handle multiple users at one time

c. Multitasking features: Linux can run multiple programs simultaneously.

d. Directory structure:  Linux incorporates all drives in a directory structure and all data files and programs and hardware components are stored in the file system.

e. Stable – the crash of an application is much less likely to bring down the operating system under Linux

f. Reliable – Linux servers are often up for hundreds of days compared with the regular reboots required with a Windows system

4) What do most Linux distributions consist of?

A Linux distribution is an assemblage of software with its own packaging schemes, defaults and configuration methods.  Although Linux distribution varies, the following list is a summary of what to expect from any version of Linux:

· File Services:  NFS, Samba

· Graphics program: image manipulation, retouching, and paint capabilities

· Mail server software: SendMail, POP, and IMAP servers

· Multimedia tools:  Support JPEG, GIF, PNG, TIFF, MPEG, AVI, and QuickTime video files.

· Programming tools:  Linux systems supports C, C++, FORTRAN, Pascal, assembler, BASIC, perl, python, Tcl/TK,LISP, Scheme, pus a debugger and a memory debugging

· X Windows system

5) Compare and contrast the Shell System to the X Window System? 

In the Linux operating system, both the Shell System and the X Window System are used to execute computer tasks such as opening a file or running an application.  The main difference is that the X Window System is the Graphical User Interface (GUI) for standard UNIX machines while the Shell System is the command-line tools.  Using the X Window System is more user-friendly as the user can easily access system files in Linux just by clicking icons and navigating through the desktop.  On the other hand, with the Shell System, the user needs to be familiar with the commands used in Linux to execute computer task; however, some tasks like opening and transferring files from one directory to the other can be accomplish more efficiently with the Shell System if the user is familiar with Linux commands and an understanding of the directory system of the Linux operating system.

Voice over IP

1.
What is the difference between TCP and IP, and what is the benefit of TCP/IP?

TCP is a connection orientated circuited that gets established between two hosts and exchanges streams of data.  TCP is considered a reliable protocol because it guarantees both the delivery of the data and the order of the packets that it is sending. Internet protocol is a connection-less orientated circuit that works at the packet, also known as datagram level and is consider to be an unreliable protocol.  IP specifies the format of packets and the addressing scheme.  Internet protocol is consider unreliable because it allows IP packets (datagrams) to be sent and in any order and be received in any order.  By utilizing this protocol, several individual packets can be sent and switched in bulk to their forward location.  The true benefit of IP is that several types of information can be encapsulating with individual IP packets.

2.
What differentiates the internet telephony from the traditional one?

Unlike the traditional Public Switched Telephone Network (PSTN), which creates a dedicated, two-way connection, via switched circuits, to transmit voice, IP Telephony breaks the voice transmission down into small data packets that are delivered randomly and reassembled on the other end of the data network. Whatever form of equipment is used at the ends of the network, i.e. computers talking to computers, computers talking to telephones or telephones talking to telephones, those devices must speak a common language.

3.
What will be some general applications of VoIP?

VoIP could be applied to almost any voice communications requirement, ranging from a simple inter-office intercom to complex multi-point teleconferencing/shared screen environments. One VoIP application may constitute a network configuration of an organization with many branch offices (e.g., a bank) that wants to reduce costs and combine traffic to provide voice and data access to the main office. This is accomplished by using a packet network to provide standard data transmission while at the same time enhancing it to carry voice traffic along with the data. This network configuration will benefit when the voice traffic is compressed as a result of the low bandwidth available for this access application. Voice over packet provides the interworking function (IWF), which is the physical implementation of the hardware and software that allows the transmission of combined voice and data over the packet network. The IWF must support the analog interfaces, which directly connect to telephones or key systems. The IWF must emulate the functions of both a private branch exchange (PBX) for the telephony terminals at the branches, as well as the functions of the telephony terminals for the PBX at the home office. A second VoIP application, is a trunking application. In this scenario, an organization wishes to send voice traffic between two locations over the packet network and replace the tie trunks used to connect the PBXs at the locations. This application usually requires the IWF to support a higher-capacity digital channel than the branch application, such as a T1/E1 interface of 1.544 or 2.048 Mbps. The IWF emulates the signaling functions of a PBX, resulting in significant savings to companies' communications costs. Another application of VoIP software is interworking with cellular networks, where the voice data in a digital cellular network is already compressed and packetized for transmission over the air by the cellular phone. Packet networks can then transmit the compressed cellular voice packet, saving a tremendous amount of bandwidth. The IWF provides the transcoding function required to convert the cellular voice data to the format required by the public switched telephone network (PSTN). 

4.
What are some advantages of the VoIP technology?

Traditional telephony is expensive especially for those who interconnect with multiple locations across the country and the world and VoIP could help eliminate many of these long distance phone charges. Similarly, by using VoIP technology, users with an internet connection can communicate with each other around the world, virtually for free (aside from ISP fees). But there are many other advantages in using this technology for businesses and private users like integration of voice, video and data, bandwidth consolidation, advanced applications. Even though phone and fax communications are the initial applications for VoIP, the longer-term benefits will come from multimedia and multiservice applications. Customers will soon demand new developments in multi-application software, which includes the integration of voice, video and data. With this new technology businesses will be able to interact with customers in real time through combinations of the three making the current text-only interactions a thing of the past. For example, internet commerce can combine access to information with a voice call button that allows immediate access to a call center from the computer. Additionally, voice is an integral part of conferencing systems that may also include shared screens, whiteboarding, etc. Also to be considered as major advantage in using the IP protocol is that it is the most widely used as the basis for the internet (Axis). This means that computers around the world using different platforms can communicate on this protocol
5.
What are some issues inhibiting the use of the VoIP technology?

The advantages of reduced cost and bandwidth savings of carrying voice-over-packet networks are associated with some quality-of-service (QoS) issues unique to packet networks.
A problem that stems from using the internet protocol for telephony is message delay because the IP packet was meant for data. “The internet is a packet-switched network, the individual packets of each voice signal travel over separate network paths for reassembly in the proper sequence at their ultimate destination” (EIC). Therefore, timeliness from when a packet is sent to when it is received is not nearly as important for data as it is for voice. Delay causes two problems: echo and talker overlap. Echo is caused by the reflection of the speaker's voice from the far-end telephone equipment back into the speaker's ear. Echo becomes a significant problem when the round-trip delay becomes greater than 50 milliseconds. As echo is perceived as a significant quality problem, the VoIP technology must address the need for echo control and cancellation. Talker overlap (or the problem of one talker stepping on the other talker's speech) becomes significant if the one-way delay becomes greater than 250 milliseconds. The delay problem is compounded by the need to remove jitter, a variable inter-packet timing caused by the network a packet traverses. Removing jitter requires collecting packets and holding them long enough to allow the slowest packets to arrive in time to be played in the correct sequence. This causes additional delay.

USB vs Firewire

Question 1) What were the main reasons for the change from the serial, printer, game, and ps/2 ports to the USB 1.1 port?

Slide 4-6

Cost

· Specialized production increase cost

· Decrease in Price  ( Results in only 0.2 cents per printer cable in profit)

SPEED
Convenient

· Hot swappable

· Plug and Play

· Single Connector

2) What are the main differences between USB 1.1 and USB 2.0?

Slide 11-12

· Fully backwards compatible with USB 1.1

· Speeds of up to 480 Mega bits per second

· Supports 1.5 Mbps, 12Mbps and 480 Mbps speed

· Supports dynamic speed changing

· Supports multiple speeds in one tree.

3) Explain the speed limitations when connecting USB 1.1 and USB 2.0 devices.

Slide 13 and 14

4) What are the main reasons for the development of FireWire and how does it make connecting devices to each other easier?

Slide 16-18

· Developed by Apple Inc.

· Replaced AV-cable, coaxial cable, S-video cable

· First product hit the market in 1997

· Digital transmission (AV-cable and S-video cable are transmitted by analog signal)

· Speeds of up to 400 Mbps for 1394a

· Supports 100 Mbps, 200 Mbps and 400 Mbps speed

· Only supports peer to peer connection

· Hot-swappable

· Plug and play

5) Explain the differences between FireWire and USB 2.0?

Slide 23-26

Advantages of USB 2.0

· Hot-swappable

· Supports up to 127 devices for a single computer

· Plug and play

· Supports multiple speeds

   (1.5mbps, 12Mbps, 480Mbps)

Advantages of FireWire

· Speeds up to 400 Mbps

· Supports up to 63 devices

· Hot-swappable

· Low cost

· Operating System (windows 98, windows 2000, windows XP)

· Generally accepted by consumer electronic manufactures

Disadvantages: USB 2.0 /FireWire

· USB 2.0

·    No O.S. native support.

·    Expensive (for consumer)

·    Not generally accepted by consumer electronic manufactures

· FireWire

·     Speed of only 400Mbps vs. USB 2.0 480Mbps

·     Expensive( for consumer and manufacture)

VPN

1.      What is VPN?

Simply put, a VPN, Virtual Private Network, is defined as a network that uses public network paths but maintains the security and protection of private networks. For example, Delta Company has two locations, one in Los Angeles, CA (A) and Las Vegas, Nevada (B). In order for both locations to communicate efficiently, Delta Company has the choice to set up private lines between the two locations. Although private lines would restrict public access and extend the use of their bandwidth, it will cost Delta Company a great deal of money since they would have to purchase the communication lines per mile. The more viable option is to implement a VPN. Delta Company can hook their communication lines with a local ISP in both cities. The ISP would act as a middleman, connecting the two locations. This would create an affordable small area network for Delta Company.

2.  What is tunneling?

Layer Two Tunneling Protocol (L2TP) exists at the data link layer of the OSI model.  L2TP is a combination of the PPTP and Layer two Forwarding (L2F).  (Layer two forwarding was also designed for traffic tunneling from mobile users to their corporate server.  L2F is able to work with media such as frame relay or asynchronous transfer mode (ATM) because it does not dependent on IP.  L2F also uses PPP authentication methods for dial up users, and it also allows a tunnel to support more than one connection.) L2TP uses a compulsory tunneling method, where a tunnel is created without any action from the user, and without allowing the user to choose a tunnel.   A L2TP tunnel is dynamically established to a predetermined end-point based on the Network Access Server (NAS) negotiation with a policy server and the configured profile.  L2TP also uses IPSec for computer-level encryption and data authentication.

3.  What is the difference between outsourcing and in-house development, and middle-ground implementation?

   In House Implementation- companies decide that for their needs an in-house solution is all they need. These companies would rather set up individual tunnels and devices one at a time and once this is established the company can have their own IT staff take care of the monitoring and upkeep.

   Outsourced Implementation- companies can choose to outsource if they are large scaled or lack the IT staff to fully implement an in house VPN. When a company outsources the service provider usually designs the VPN and manages it on the company’s behalf.

   Middle Ground Implementation- Some companies would rather have a service provider install the VPN but have their IT staff monitor the specifics such as tunnel traffic. This type of implementation is a compromise between a company and the service provider

         What are the difference between remote access VPNs, Intranet VPNs, and Extranet VPNs?
4. What are the difference between remote access VPNs, Intranet VPNs, and Extranet VPNs?

Remote access VPNs (see figure 2), enables mobile users to establish a connection to an organization server by using the infrastructure provided by an ISP (Internet Services Provider).  Remote access VPN allows users to connect to their corporate intranets or extranets wherever or whenever is needed.  Users have access to all the resources on the organization’s network as if they are physically located in organization.  The user connects to a local ISP that supports VPN using plain old telephone services (POTS), integrated services digital network (ISDN), digital subscriber line (DSL), etc.  The VPN device at the ISP accepts the user’s login, then establishes the tunnel to the VPN device at the organization’s office and finally begins forwarding packets over the Internet.  Remote access VPN offers advantages such as:

·        Reduced capital costs associated with modem and terminal server equipment

·        Greater scalability and easy to add new users

·        Reduced long-distance telecommunications costs, nationwide toll-free 800 number is no longer needed to connect to the organization’s modems

Intranet VPNs, provides virtual circuits between organization offices over the Internet (see figure 3).  They are built using the Internet, service provider IP, Frame Relay, or ATM networks.  An IP WAN infrastructure uses IPSec or GRE to create secure traffic tunnels across the network.  Benefits of an intranet VPN include the following:

   Reduced WAN bandwidth costs, efficient use of WAN bandwidth

   Flexible topologies

   Congestion avoidance with the use of bandwidth management traffic shaping

The concept of setting up extranet VPNs are the same as intranet VPN.  The only difference is the users.  Extranet VPN are built for users such as customers, suppliers, or different organizations over the Internet.

5.     What are the benefits of remote access VPNs?

.  Remote access VPN offers advantages such as:

·        Reduced capital costs associated with modem and terminal server equipment

·        Greater scalability and easy to add new users

·        Reduced long-distance telecommunications costs, nationwide toll-free 800 number is no longer needed to connect to the organization’s modems
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